
 

 
 
 
 
Thank You for Choosing e~Funds for Schools 
 
To get signed up with e~Funds for Schools, please use the checklist below to ensure that the proper 
paperwork is turned in to the corporate office. For security purposes, do not email your signed 
Electronic Funds Transfer Agreement or Financial Statements; please fax or mail. 

 
 Please Include the Following Information: 

 
 Signed EFS Electronic Funds Transfer Agreement 

 
 Exhibits A-G 

 
 School’s Financial Statement, Statement of Net Position, Statement of Net Balance 

or online link directing to statements 
 
 Images of school district, including: 

 
• 1 exterior school building image displaying the school district name 

 
• 1 school bus, gymnasium, cafeteria, library or other interior building image 

displaying the school district name 
 

• 1 image of the office of the Superintendent, Business Manager, Food Service 
Director or District Office 

 
 
Images from school’s website are acceptable. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

   Built for Schools by Schools 

F 616.588.5488       1039 3 Mile Rd., NW Grand Rapids, MI 49544       efs@magicwrighter.com 
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Built for Schools by Schools 

Why do we need pictures and financial statements? 
The short answer is: The government is requiring all payment processors using the ACH and 
Credit Card Networks to have evidence your school is a valid public or private education 
organization on file. 

To meet the regulatory agency’s Know-Your-Customer (KYC) rules and regulations, we must obtain 
evidence your school has buildings and students that would support the fact that your school has roots 
in your community (the reason for the pictures) and your financial statement reflects a reasonable amount 
of payment processing (i.e., the bigger the school, the larger expected payment processing.) 

In addition, to the information you provide us, e~Funds for Schools is required to find secondary sources 
that support and confirm information provided to us by your school. While it may seem somewhat 
outrageous because you are a recognized educational organization, we are required to confirm with the 
government that your school is not on the OFAC terrorist watch list, the National Crimes list, or the 
NACHA offenders list. 

While we know who you are, when regulatory agencies visit our payment data center to perform annual 
regulatory audits, we must provide the evidence that is stated in the new payment regulation 
requirements. 

We understand the additional information we need is extra work on your end, however, please keep in 
mind that we are always looking out for your organization by complying with government, credit card, 
and banking regulations. 

Please Note: If your school is advised by a payment processor that they do not require pictures or 
statements, you may discover that, at some time in the near future, your school may receive non-
compliance notification. For more information on meeting regulatory compliance, visit Visa.com, 
MasterCard.com, or visit the US Treasury website at www.fincen.gov. 

F 616.588.5488       1039 3 Mile Rd., NW Grand Rapids, MI 49544       efs@magicwrighter.com 
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Electronic Funds Transfer Agreement 
TERMS AND CONDITIONS 
 
1. Introduction 
 
Magic-Wrighter, Inc. (MWI) is the Parent company of e~Funds for Schools. This is our e~Funds for Schools/Magic-Wrighter, Inc. Agreement with 
you by which you can send electronic fund transfers through the Automated Clearing House (ACH) and the Bankcard Network.  
 
MWI and you agree to be legally bound by these terms and conditions.  This Agreement states the terms and conditions on which MWI, 
the Bankcard Network and the ODFI will receive, process, and distribute payment files which you or MWI originate on your behalf.  The 
detailed procedures for the use of each payment service are contained in the Exhibits that are part of this Agreement, and in other 
Documentation, which is referred to in the Exhibits and other material that MWI may supply to you.  When you begin to use a particular 
service, you agree to be legally bound by all the terms stated in the Documentation for that service.  The Documentation is an integral part 
of this Agreement and is incorporated into it by this reference.  This Agreement and the Documentation are intended to be read together.  
However, if there is any inconsistency between them, then the terms of the Documentation will control. 
 
All transactions processed through ACH network are subject to and will conform with the National Automated Clearing House Association 
Rules “NACHA Rules” or “Rules”, as outlined in (Exhibit E) and the rules of any applicable ODFI, Automated Clearing House or Federal 
Reserve Bank.  Transactions which result in a debit or credit to a consumer’s account are also subject to Regulation E of the Board of 
Governs of the Federal Reserve System.  All transactions processed through the Bankcard Network are subject to the Bankcard rules and 
regulations.  MWI and you agree to comply with the NACHA Rules, Regulations E, Bankcard Network rules and any other applicable 
laws, regulations and rules as amended from time to time.  MWI represents and warrants that it will not transmit Payments that violate the 
laws of the United States, and you represent and warrant that you agree to assume the responsibilities of an Originator under the NACHA 
Rules and shall not instruct us to initiate Payments that violate the laws of the United States. 
 
2.     Originating Payment 
 
MWI will process Payments that conform to the Rules and in the Documentation for the specific service.  You agree to comply with all the 
obligations of an Originator under the Rules and authorize MWI to transmit payments to your bank or our partner bank whereby settlement 
will be made with your bank on your behalf.   You agree that any Payment transmitted by us pursuant to this Agreement on your behalf shall be 
deemed to have been authorized, initiated, and transmitted by you, and all representations, agreements and indemnities provided by you to us in 
this Agreement shall apply to Payments transmitted by us hereunder. 
 
You authorize us to Process the following Payment types; a) PPD - Consumer debit; b) WEB – Consumer debit; c) TEL – Consumer debit; and 
CCD – Corporate Account debit and credit to your account, including required adjustments.  We will process these payments in compliance with 
the formatting and other requirements set forth in the NACHA Rules, this Agreement and any other documentation provided to us by the bank.   
MWI may reject any Payment which does not comply with the requirements of this Agreement, including the Security Procedures, Risk 
Controls, and Account Limits listed in (Exhibit B), or for which we have reason to believe you have breached one or more of the warranties 
you made to us or for any other reason permitted under the Rules.  We may also reject a Payment if, in our reasonable judgment, processing 
the Payment would cause us to violate any applicable law or regulation or if the Payment was not properly authorized.   
 
If you ask us to cancel a Payment and your request complies with our Security Procedures, we will use reasonable efforts to comply with your 
request prior to transmitting it to the ACH or Bankcard Networks.  However, we will not be liable to you if we are unable to cancel the Payment. 
 
If a Payment is returned to us through the ACH or Bankcard Networks, we will notify you no later than the next business day.  We will 
have no obligation to retransmit a returned Payment.  You must retransmit the Payment to us unless you have selected the automated check 
re-presentment service offered by us. 
 
3.     Settlement for Payment 
 
We may settle funds to your Account located at a participating MWI Bank directly or deposit Settlement Funds in your Account by 
instructing our Bank to do so on your behalf (Exhibit C). Settlement Funds received from Bankcard Networks will be disbursed to you 
within one (1) banking business day upon our receipt of funds. Funds received from payments processed via the Automated Clearing House 
will be disbursed you within one (1) banking business day following the NACHA required two (2) day (Uncollectable Transaction) rules. 
If a Payment is returned to us as uncollectable, unauthorized, or contested by the Payer, you agree to reimburse us for the payment collected 
and agree to pay all Chargeback and Uncollectable fees assessed by the Bankcard Network or by the Bank.  We reserve the right, and you 
grant us the right, to charge the amount of returned Payments to your Account.  It will be your responsibility to accept all returned payments 
and provide required collection efforts. 

We shall transmit Payments to the bank or their designated ACH Operator prior to the Effective Settlement Date shown in such Payments, 
provided (i) Payments are received and processed by us prior to the cut-off time on a Business Day, (ii) the Effective Payment Date is at 
least one day prior to Effective Settlement Date and (iii) the bank and ACH Operator is open for business on such Business Day. Payments 
shall be deemed received by us in the case of transmittal by electronic transmission when the transmission (and compliance with any related 
Security Procedures provided for herein) is completed. 
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4.      Returns and Notifications of Change 
 

A. Returns. We shall notify you by phone, fax, electronic transmission, email or in writing of the receipt of a returned Payment 
from the bank or ACH Operator no later than one Business Day after the Business Day of such receipt. We shall have no 
obligation to reinitiate a returned Payment to the bank or ACH Operator if we complied with the terms of this Agreement with 
respect to the original Payment. We shall not knowingly resubmit a Payment returned due to stop payment, revocation, or 
termination of authorization. If a Payment is returned to us, you shall be responsible for collecting any such funds due you by 
other means. We may debit your Account for all funds that you have received for Payments that are subsequently returned. 

 

B. Limits on Re-initiation of Returned Payments.  Effective September 18, 2015, our rights to reinitiate a returned Payment under 
the NACHA Rules will be limited: (i) where we may reinitiate Payments returned due to insufficient or uncollected funds, but 
not more than two times following the return; (ii) we may also reinitiate a Payment when corrective action has been taken to 
remedy the reason for the return; (iii) neither you nor us shall knowingly resubmit Payments returned due to stop payment unless 
re-initiation has been separately authorized by the Receiver after the Payment was returned; and (iv) we may not reinitiate 
Payments returned as unauthorized or returns due to revocation or termination of an authorization.  

 

C. Excess Return Rates.  We will monitor the return rates of payments processed on your behalf and may require corrective action in the 
event of excess return rates. Effective September 18, 2015, we will take all actions deemed necessary to reduce the excess return rates, 
including the immediate suspension of ACH Payment processing, in order to reduce return rates considered excessive under the NACHA 
Rules.  

 

D. Dishonor of Returned Payment.  We may dishonor a returned Payment to the RDFI if the returned Payment was untimely, 
contained incorrect information, was misrouted, was a duplicate, or, as of March 20, 2015, resulted in an unintended credit to a 
Receiver related to the reversal process. We will transmit any dishonored return Payment within five (5) Business Days of the 
Settlement Date of the return. 

 

E. Notification of Change.  We shall provide you all information, as required by the NACHA Rules, with respect to each 
Notification of Change (“NOC”) Entry or Corrected NOC Entry received by us relating to Payments that we have processed.  We 
will provide such information to you by phone, fax, electronic transmission, email or in writing no later than one Business Day 
after the Business Day of such receipt of each NOC or Corrected NOC Entry.  We shall ensure that changes requested by the 
NOC or Corrected NOC are made within six (6) Business Days of receipt of the NOC information or prior to initiating another 
Payment to the Receiver’s account, whichever is later. We may refuse an NOC containing incorrect or incomplete information. 

 
5.     Reversals and Adjustments 
 

A. Reversals.  We may initiate Reversing Payments as permitted by the NACHA Rules in the event that previously originated data 
is erroneous or duplicated. In so doing, we agree to initiated Reversing Payments or files within 5 (five) Business Days of the 
original Payment or Payments and within 24 hours of discovery of the error. We will notify the account holder of a Reversing 
Payment and the reason for the reversal, no later than the settlement day of the reversal. For both Reversing Payments and files, 
you shall indemnify all parties to the transactions(s) from and against any claim, demand, loss, liability, or expense.  

 
B. Adjustments.  We will give you with prompt notice of Payment Adjustments received by us, and we are authorized to debit or 

credit your Account for such Adjustments. 
 
6.     Security Procedures 
 
You will name one or more authorized representative(s) to act for you with respect to the services we provide under this Agreement as 
outlined in (Exhibit B).  Our Security Procedures are designed to assure the authenticity of Payments issued to us.  You also understand 
that Security Procedures are not designed to detect errors in the content of a Payment, and we assume no responsibility for doing so.  If we 
follow the Security Procedures when accepting a Payment, you agree that you will be liable for the Payment, whether the Payment was 
properly authorized and whether those Security Procedures are suitable, or “commercially reasonable”, for you. 
 
You acknowledge that after reading this Agreement, you have been advised of the various Security Procedures employed by us, that you 
understand them, and that the Payments that are issued to us under this Agreement will employ Security Procedures suitable to your 
circumstances.  
 
Should your school accept in-person credit card payments or collect credit card, checking account and other confidential consumer 
information, you agree to maintain a payment security program, including using secure transmission protocols when transmitting payments 
and confidential consumer information to us. 
   
7.      Confidentiality of Security Procedures 
 
Our Security Procedures are strictly confidential and should be disclosed to only those individuals who are required to know them.  You 
shall instruct those individuals that they should not disclose the Security Procedures to anyone.  You must establish and maintain procedures 
to assure the confidentiality of these Security Procedures. 
 
We assume no responsibility to discover, audit or report to you any possible breach of security or unauthorized disclosure or use of such 
Security Procedures by your employees, agents, or representatives, other than as set forth herein and the Documentation.  Each party shall 
promptly notify the other party of any suspected compromise of security (whether involving the notifying party’s employees).  We reserve 
the right to change our Security Procedures upon notice to you. 
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8.     Additional Terms and Conditions 
 

A. Recording Conversations - you agree, on behalf of you and your employees that we may record any telephone conversation we 
have with you or with them, in connection with the services we provide to you under this Agreement.  However, we will not be 
liable to you if we do not record a conversation.  If you do not wish to have a telephone conversation recorded you must advise 
an MWI representative prior to any discussion, which must take place at the beginning of each telephone call. 

 
B. Confirmation, Account Reconciliation - we will provide notice of all Payments to your Accounts through our report system.  

You are responsible for detecting and reporting to us any discrepancy between your records and the records we provide to you.  
If you do not detect and notify us of such a discrepancy within 60 days of your receipt of any report and your periodic bank 
statement, whichever is received first, then we are not required to make adjustments to your Account. 

 
C. Proprietary Information and Confidentiality -  you acknowledge that all computer programs, data bases, equipment, trade 

secrets, processes, proprietary data, Documentation, and related materials which we provide or make available to you 
(“Products”) are confidential and are owned exclusively by us, the ODFI or by the third parties from whom we have secured the 
right to use the Products.  Except as required by law, you agree to treat the Products as confidential, not to copy the Products 
except to the extent necessary to use the services we provide, and not to disclose or otherwise make them available in any form 
to any person or entity except on a need-to-know basis to your own employees.  You will instruct your employees to whom you 
permit access to the Products as permitted by this Agreement to keep them confidential in like manner.   

 
D. Fees and Payment for Services - all fees for Payment services under this Agreement shall be in accordance with our most 

current published electronic payment services fee schedule, as outlined in Exhibit G, in effect at the beginning of each school 
year.  You will be notified by mail of any changes to the fee schedule thirty (30) days prior to the beginning of each school year.  
Fees authorized by you will be electronically debited from your Account monthly, or if directed by you, fees will be withdrawn 
from your parent’s or guardian’s or other payee’s Account with their authorization.  If you do not pay the fees you authorized 
within thirty (30) days, we may cease providing the services required by this Agreement and will be excused from the 
performance of all items in this Agreement and from all liability that may arise therefrom. 

 
E. Your Warranties, Indemnification and Liabilities - you warrant to us that for each Payment submitted to us for processing, 

(1) you have obtained all authorizations from Payer which are required by the Rules, by Regulation E or other applicable law and 
this Agreement; and such authorizations are still valid and have not been revoked by operation of law or otherwise; (2) if required 
to be in writing, you will retain all such authorizations for a period of two years after their termination or revocation and provide 
a copy to us upon request; (3) each Payment has been submitted with your authorization and in accordance with all terms of this 
Agreement, including our security procedures; (4) you shall perform your obligations under this Agreement in accordance with 
all applicable laws and regulations, including, but not limited to, the sanctions laws, regulations and orders administered by 
OFAC, laws, regulations, and orders administered by the U.S. Department of the Treasury’s Financial Crimes Enforcement 
Network (FinCEN) and any state laws, regulations, or orders applicable to the providers of ACH payment services.   

 
You shall, with respect to confidential and sensitive information transmitted or exchanged between you and us using an 
Unsecured Electronic Network (i) encrypt the information using a commercially reasonable security technology that, at a 
minimum, is equivalent to 128-bit encryption technology or (ii) transmit or receive the information via a secure session that 
provides a level of security that, at a minimum, is equivalent to 128-bit RC4 encryption technology. You agree to indemnify and 
defend us against and hold us harmless from any liability, losses, claims, demands, damages, including attorney fees, expenses, 
and costs arising out of your breach of the foregoing warranties or of any other provision of this Agreement. 

 
F. Our Warranties, Indemnification and Liabilities - we will be liable only for our own negligence or willful misconduct, and 

for any breach of this Agreement by us and will not be responsible for any loss or damage arising from or in connection with (1) 
any inaccuracy, act or failure to act on the part of any person not within our reasonable control, or (2) any error, failure or delay 
in execution of any Payment resulting from circumstances beyond our reasonable control, including, but not limited to any 
inoperability of communications facilities or other technological failure, or (3) failing to act or delay in acting if such failure or 
delay is caused by legal constraint (including, but not limited to, suspected violations of an OFAC sanctions policy), (4)  we shall 
be excused from failing or delaying the transmission of a Payment if such transmittal would result in our exceeding any limitation 
upon our intra-day limits established by the bank or if, in our reasonable judgment, such Payments involve possible fraudulent 
activity or would violate provisions of any present or future risk control program of the Federal Reserve, or any other rule or 
regulation of any other U.S. governmental regulatory authority. 
 
Provided we have complied with our obligations under this Agreement, you agree to indemnify and hold us harmless against any 
claim of a third party arising from or in connection with this Agreement or the services we provide hereunder, to the extent such 
claim arises from your wrongful act or omission. 
 
We make no warranties, express or implied, in connection with the services we provide to you under this Agreement, including, 
without limitation, the warranties of merchantability and fitness for a particular purpose.  In no event will we be liable for any 
consequential, incidental special or indirect losses, damages (including dishonor of checks or other items), or expenses (including 
counsel fees) which you may incur or suffer by reason of this Agreement or the services we provide hereunder, whether the 
possibility or likelihood of such loss, damage or expense is known to us. 
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G. Termination – either you or we may terminate this entire Agreement or a particular service at any time, for any reason in the 
terminating party’s sole discretion, by providing the other party thirty (30) days prior written notice.  Either party may also 
terminate this Agreement or a particular service immediately if one or more of the following occurs:  (1) The other party fails to 
perform or comply with any of the terms or conditions of this Agreement; (2) any warranty or representation the other party has 
made proves to be false or misleading; (3) any proceeding for voluntary or involuntary bankruptcy, insolvency or similar 
proceeding is commenced by or against the other party; or (4) in our, or the ODFI’s, reasonable judgment we, or the ODFI, think 
there has been an adverse change in your financial condition. 
 

H. Payment Facilitator – at our discretion we may process credit card payments under the Payment Facilitator rules as established 
by the Bankcard Network.  In doing so, MWI will be acting as the agent for the Acquirer (merchant account provider) identified 
in Schedule E.  To comply with these rules, you agree to provide us information which may be requested from time to time 
including, but not limited to; (1) current address of school and administrative offices; (2) if you use a DBA “Doing Business As”; 
(3) services and products you use within the e~Funds for Schools payment system; and (4) changes to your website referencing 
the e~Funds for Schools payment service; (5) financial statements, (6) business license or charter license; (6) evidence of 
operations; and (7) visual images of facilities used.    
 

The Bankcard Network may terminate the e~Funds for Schools Payment Facilitator services automatically and immediately if 
our Acquirer terminates its license with us or ceases conducting business.  The Bankcard Network, or Acquirer, may immediately 
terminate services to you upon activity deemed to be fraudulent or otherwise wrongful. 
 

You acknowledge and agree (1) to comply with all applicable Bankcard Standards, as amended from time to time; (2) that the Bankcard 
Network is the sole and exclusive owner of their respective Marks; (3) not to contest the ownership of the Marks for any reason; (4) the 
Bankcard Network may at any time, immediately, and without advance notice, prohibit you from using any of the Marks for any reason; 
(5) the Bankcard network has the right to enforce any provision of the Standards and to prohibit you and/or us, from engaging in any 
conduct that is deemed to injure or could create a risk of injury to the Bankcard Network, including injury to reputation, or that could 
adversely affect the integrity of the Bankcard Network, its Confidential Information, as defined in the Standards, or both; and you will 
not take any action that could interfere with, or prevent the exercise of this right by the Bankcard Network.  
 

I. Web Hosted eCommerce Cardholder Data Environment – we will maintain a PCI DSS validated Level 1 Service Provider 
and our status on the Visa Global Registry of Services Providers. We will comply with PCI DSS Requirements 3, 4, and 6 to the 
extent MWI possesses or otherwise stores, processes, or transmits cardholder data on behalf of the customer, or to the extent that 
MWI could impact the security of cardholder data environment. 

 

J. Card-Present Cardholder Data Environment – if you store cardholder data on your network or process a credit/debit card on 
terminals connected to your school’s network, you agree to comply with PCI DSS Requirements as follows; 1) you will install 
and maintain a firewall configuration to protect cardholder data on your system; 2) you will not use vendor-supplied defaults for 
system passwords and other security parameters and you must maintain operating systems security where our Point-of-Sale 
system is accessed and where our software has been installed; 3) you must maintain PCI security controls when storing cardholder 
data on your system; 4) you are responsible to ensure the Universal Transaction Gateway includes encrypted transmission of 
cardholder data across open public networks and is maintained in a PCI DSS compliant state; 5) you must protect all systems 
with access to cardholder data from malware and have regularly updated antivirus software or programs; 6) you must develop 
and maintain secure systems for your cardholder data environment where our software is installed and operating; 7) you agree to 
restrict access to cardholder data on a need-to-know basis; 8) you are responsible for identifying and authenticating access to 
your system and our services; 9) you will restrict physical access to cardholder data; 10) you will track and monitor all access to 
your system resources and cardholder data; 11) you will regularly test security systems and processes; 12) you will maintain a 
policy that addresses information security for all personnel with access to cardholder data.                     

 
9.     Confidentiality 
 
MWI understands that you may be subject to a number of federal and state laws and their respective regulations regarding the safekeeping 
and privacy of Confidential Information.  MWI acknowledges that you have a responsibility to keep records and information confidential 
and proprietary.  MWI acknowledges and agrees that confidential data, non-public personal information and/or sensitive information 
relating to your organization may come into MWI’s possession in connection with this Agreement. 
 
MWI, on behalf of itself, its officers, employees, agents, and successors, understands and agrees that Confidential Information provided to 
us by you remains your exclusive property. 
 
MWI, on behalf of itself, its officers, employees, agents, and successors, agrees not to disclose, either directly or indirectly, data you identify 
as Confidential Information that is non-public personal information under the Gramm Leach Bliley Act of 1999 or State Privacy Act to any 
person, agent, representative, firm, or corporation. MWI, on behalf of itself, its officer, employees, agents, and successors, agrees not to 
disclose, either directly or indirectly, information concerning matters affecting or relating to your organization, which MWI may come into 
contact with in performing services pursuant to this agreement. The provisions of this paragraph do not relate to information, which is 
already in the public domain, is court ordered or is authorized in writing by you.  
 
MWI agrees that it shall (or in the case of any third parties with whom it provides any services to you hereunder will cause such third 
parties to) fully comply with regulatory requirements and guidelines, all applicable laws governing privacy and confidentiality of 
information, including but not limited to  the Federal Gramm-Leach-Bliley Act of 1999,  Privacy of Consumer Financial Information, 
Interagency Guidelines for Establishing Information Security Standards, Proper Disposal of Consumer Information Under the Fair and 
Accurate Credit Transaction Act, FTC Standards of Safeguarding Consumer Information and the Fair Credit Reporting Act, together with 
any appendices or regulatory commentary that accompanies such laws (together “Laws”). 
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10.     Disaster Recovery Plan 
 
MWI shall take reasonable precautions to prevent and mitigate any disaster that may affect the ability of MWI to provide the services to be 
performed by MWI under this Agreement.  MWI shall maintain a documented and tested disaster recovery plan (the “DR Plan”) during the term 
of this Agreement.  The DR Plan will: (a) include the location of recovery site(s) for each MWI location at which the services are provided and/or 
where school data is stored; (b) address business continuation, disaster recovery, and crisis management issues; (c) be designed to recover business 
operations as soon as reasonably practical under the circumstances after a declared disaster; (d) provide for the ongoing testing of such DR Plan; 
and (e) provide you with evidence of satisfactory testing as required from time-to-time in order for you to meet and comply with your due diligence 
obligations.  Upon the occurrence of a declared disaster at any of the MWI locations involved in the provision of services under this Agreement or 
where school data is stored, MWI shall implement the DR Plan and shall notify you of such implementation.  Following recovery of operations, 
MWI shall provide to you a post-incident report that documents the implementation and efficacy of the DR Plan.  MWI agrees to release such 
additional information as may be reasonably necessary to allow you to develop your own disaster recovery plan.  For the avoidance of doubt, the 
DR Plan, any Summary Plan, and any information provided to you by MWI in connection with the DR Plan pursuant to this section shall be 
considered and treated as confidential information of MWI under this Agreement. 
 
11.     Data File Ownership and Security   
 
MWI acknowledges that all Data Files provided by you are your property and that use of and access to such files does not create in MWI 
any right, title, or interest in such files, except as expressly provided in this Agreement.  MWI shall utilize best industry practices to secure 
and protect Confidential Information and maintain physical, electronic, and procedural safeguards designed to (1) ensure the security and 
confidentiality of Data Files, (2) protect against any anticipated threats or hazards to the security or integrity of Data Files, (3) protect 
against unauthorized access to or use of such records or information, (4) ensure the proper disposal of Data Files and consumer information; 
and (5) maintain appropriate controls in place to limit user access to Confidential Information on its network and applications to employees 
with a “need to access” Confidential Information to perform MWI’s contractual obligations.  To that end, MWI represents and warrants 
that it maintains appropriate security in place to limit physical access to the MWI’s data center and network components, all of which meet 
or exceed the minimum standards as defined and/or required by applicable laws.  In regard to the foregoing, MWI represents and warrants 
that: (1) it maintains appropriate technical security layers access to use such as authentication of system users, firewalls, virus detection 
and worm scanning; (2) it maintains appropriate software and procedures for detecting security breaches and appropriate software and 
procedures to respond to breaches; and (3) it maintains appropriate internal and/or third party testing procedures to evaluate the 
effectiveness of its security program. 
 
12.     Security Breach Notification  
 
MWI agrees to disclose to you, all physical or electronic breaches in security resulting in known or suspected unauthorized access to 
sensitive Confidential Information or systems where sensitive Confidential Information is maintained.  For the purposes of this Section 12, 
Confidential Information shall expressly include, but not limited to, an individual’s name and address in conjunction with the individual’s 
bank account number, credit or debit card number, or personal password that was not encrypted and would permit access to the individual’s 
account (or such other information that applicable laws may define as sensitive information, non-public personal information, or 
confidential consumer information now or hereafter).    When such known or suspected breaches occur, MWI will report to you the nature 
of the breach, the effect on your Confidential Information, and any corrective and responsive actions taken by MWI in response to the 
breach in security. 
 
Prompt disclosure shall mean as soon as MWI has notice of such unauthorized access or potential unauthorized access and has reasonable 
time to investigate, take appropriate action(s) and notify you, but may not exceed requirements of applicable laws.  When such breach 
occurs, MWI will report to you the nature of the breach, the effect on Confidential Information, breached data that may have been 
compromised, and any corrective and responsive actions taken by MWI in response to the breach. In the event of such breach, MWI shall 
provide all information required by applicable laws. 
 
13.     Audits 
 
MWI agrees that it will provide you with an internal audit, third party PCI DSS audit, SOC 2 Type 2 audit, and financial statements at least 
annually.  You may conduct your own audits or acceptable substitutes.  MWI will take reasonable steps to assist you in your audit, however; 
audits may not interfere with the daily operations or MWI duties.  Audits conducted by you will be at your expense, including reasonable 
reimbursement for out-of-pocket expenses incurred by MWI.  MWI will take reasonable steps to assist you and your regulators and 
examiners in conducting required audits. 
 
14.  Definitions 
 
The following terms used in this Agreement have the meanings defined below: 
 

 “We”, “our”, “us”, and MWI” means Magic-Wrighter, Inc. 
 “You” and “your” means your school, school district or organization. 
 “ODFI” means Originating Depository Financial Institution and is the financial institution where payments are processed. 
 “Payment” means the payment of money from the deposit account or credit card of a payer. 
 “Settlement Date” means the date of funds transfer to you with respect to Payments. 
 “Settlement Funds” means the amount that will be deposited into your account. 
 “Bankcard Network” means the Visa, MasterCard, Discover Card and American Express networks that process and settle credit card 

payments, which includes all the rules and regulations from each. 
 All other terms used in this agreement and defined in the rules have the meanings defined therein. 
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15. Entire Agreement

The terms of your account agreement(s) with us, the Acquirer and the ODFI are incorporated by reference and made a part of this 
Agreement.  In the event of any inconsistency between such agreement(s) and this Agreement, then this Agreement shall control to the 
extent necessary.  You agree that this Agreement, together with the Exhibits and Documentation, is the entire statement of the terms and 
conditions, which apply to the subject matter hereof.  If any term or condition of this Agreement should be invalidated or unenforceable, 
all other terms and conditions will continue in full force and effect.  This Agreement supersedes any prior agreements between us relating 
to these services for your Account.  You and we agree that all warranties, indemnities, confidentiality requirements, representations, 
acknowledgements, and understandings will survive the performance and termination of this Agreement. 

16. Changes

From time to time, you may change information you have provided to us in Exhibits.  You agree that we may rely on the information 
previously supplied by you until we receive written notice of any change on forms prescribed by us, signed by your duly authorized Account 
signer(s), and have a reasonable opportunity to act on such notice.  Such changes will be subject to this Agreement. 

From time to time, we may amend this Agreement or may change information specified in the Documentation by written notice to you. 
Such changes will become effective on the date we send the information to you. 

17. No Waiver

Except for changes made in accordance with this Agreement, no deviation, whether intentional or unintentional, will constitute an 
amendment of this Agreement or will constitute a waiver of any right or duty of either of us. 

18. Notices

Unless otherwise stated in this Agreement, all notices required by this Agreement or by law to be given by either of us shall be sent via 
first class U.S. Mail, by hand delivery, electronically or by any other means agreed upon between us.  We will send written notice to you 
at the address given by you on Exhibit A.  You will send written notices to us at the address given below. 

Magic-Wrighter Inc. 
1039 Three Mile Road NW 
Grand Rapids, MI 49544 

19. Assignment, Successors

This Agreement may not be assigned by either of us without the other’s written consent.  This Agreement shall be binding upon and inure 
to the benefit of the parties and their respective successors. 

20. Governing Law

This Agreement will be governed by the laws of the state of Michigan with respect to any Entry subject to Article 4A of the Uniform 
Commercial Code and by Article 4A of the U.S. Uniform Commercial Code act. 

MAGIC-WRIGHTER, INC. SIGNER SCHOOL/DISTRICT SIGNER 

_____________________________________________ _________________________________________ 
Magic-Wrighter Authorized Signer School/District Name 

__________________________________________________ ______________________________________________ 
Printed Name and Title School Authorized Signer 

__________________________________________________ ______________________________________________ 
Date Printed Name and Title 

______________________________________________ 
Date
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Exhibits 
 
Exhibit A - School Information 
 

School Name  Address Line 1  

Address Line 2  

City  State  Zip Code  

Phone Number  Fax Number  

Tax ID  E-mail Address  

Contact Person  Additional Contact Person  

 
Year of Establishment  

(provide month and year if possible) 
Approximate # of students 

in school district 
Vendor/Product name of school lunch program 

   

Vendor/Product name of student information program Vendor/Product name of school accounting program: 

  

 
Exhibit B - Authorized Representatives and Security 
 
School shall disclose its confidential access codes and passwords only to the employee(s) responsible for e~Funds for Schools. 
School is responsible for maintaining (changing) its passwords on a regular basis or in the event of employee termination. 
The following employee(s) is authorized as a main contact person regarding e~Funds for Schools:    
 
 
 
 
 
School is to notify MWI immediately upon its knowledge of any unauthorized personnel who may have gained access to 
e~Funds for Schools confidential access codes or passwords without proper permissions. 
 
Exhibit C - Specified Bank Accounts for Funds Transfers 
 
The following are authorized school bank accounts that can receive Credit and/or Debit transactions. List all accounts that will receive 
payment activity.  (The Deposit Table # and description are used to identify and reference accounts once they are encrypted.)  
 

DEPOSIT TABLE # ACCOUNT DESCRIPTION ROUTING NUMBER ACCOUNT NUMBER 
1    

2    

3    

4    

5    

6    

7    

8    

9    

10    
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Exhibit D – School Building Information 
 
List all School Building Names and their Building Numbers that are used at each school district.  

 
 

   School Building Name (High School, Elementary School, etc.)           School Building/Site # 
 

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

 
 
Exhibit E - NACHA and Bankcard Rules 
 
NACHA Rules may be obtained by visiting NACHA’s website at www.NACHA.org/rules 
 
Bankcard Network rules and Standards are available at: www.Visa.com, www.Mastercard.com, and www.Discovercard.com  

       
Acquirer – FIS.  For acquirer information contact Channel Development Manager/PayFac & Integrated Partners/ Jacksonville, Florida  
1 877.776.3706   
 
Exhibit F – Settlement Period  
 
Funds will be settled into school’s account(s) no later than the third day after payment has been debited from the Payer’s account under normal 
circumstances. 
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EXHIBIT G 
FEE SCHEDULE 
 

School District______________________________________________________________ 

SCHOOL DISTRICT Description Pricing 
Core Online System Setup One Time Fee - Waived $1,500.00 

PCI Compliance & Merchant Fee Waived 1st School Year 
   Paid Annually 
   Paid Monthly 

$275.00 
$27.95 

CHECKING PAYMENTS ACH Direct Debit – Please place a checkmark next to Option 1 or Option 2 

Option 1: Parent Pay Program 
Convenience Fee is paid by Parent/Guardian – No Fee to the School 
Convenience Fee is charged for each payment (transaction*) that is made to 
the school through the e~Funds for Schools system. 

$1.25 

Option 2: School Pay Program 
Fee is paid by the School 
Fee is charged for each payment (transaction*) that is made to the school 
through the e~Funds for Schools system. 

$0.70 

*A “Payment” may include multiple students, multiple items, across multiple schools, and can be deposited into multiple bank accounts if
desired. (An unlimited number of items can be paid in a single transaction.)

MISCELLANEOUS ACH DIRECT DEBIT FEES  (Please select only one plan) 
Uncollectible   School will Pay 
Payment     Pass to Parent 

Paid by School 
(Optional) Passed through by increasing parent CHK convenience fee 

$2.50 
$.25 

Insufficient Funds (NSF) Paid by Parent/Payer $15.00 

CREDIT/DEBIT CARD PAYMENTS Please select only one plan 

No Cost Plan 
A Convenience Fee of $2.85 per every $100 transaction is paid by the parent. The 
convenience fee is disclosed to the parent for their authorization, and then is added to the 
total payment amount of items being paid to the school. 

$2.85 / $100 

Shared Cost Plan 
An optional risk exposure program will charge the parent a flat fee of $2.85 for all 
payments. The school will be charged a processing fee of 2.6% of the total amount of the 
payment for payments greater than $100. (Single transaction payment amounts under 
$100 will be no costs to the school) 

$2.85 flat rate 
 + 

  2.6% if > $100 

School Choice Plan 
Allows the school district to set their own Convenience Fee to the parent. A $1.00 per 
transaction fee, plus 2.6% processing fee on the total gross payment amounts is charged 
to the school. 

2.6% + $1.00 

Full Pay Plan Our school district will pay all fees for credit card payments from our parents. The fee is 
3.45% of the total gross payment amount plus $0.20 per transaction.  3.45% + $0.20 

MISCELLANEOUS CREDIT CARD FEES 
Returned Credit Card 
Payment/Chargeback $35.00 

Billing Account to Charge for Processing Fees and Adjustments (Required) 

Routing Number Account Number 

I have contacted my financial institution and have confirmed that the above bank accounts will accept credits and 
debits, including payments and adjustments, from e~Funds for Schools and/or Magic-Wrighter, Inc. Initial 

I hereby acknowledge and accept all fees as outlined in Exhibit G of this agreement. 

Print Name Title 

Signature Date 

Convenience Fee to be charged:
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EXHIBIT G - (CONTINUED) 
FEE SCHEDULE 

POINT OF SALE LOADED 

Planned Usage (check all that apply) 

Desktop  Touch Screen  Apple Tablet  Cash Drawer Receipt Printer Credit Card Reader Check Scanner 

One Time Setup Waived and Included with Core System $1,500.00 

Software License Annual Fee Waived $550.00 

POINT OF SALE TRANSACTION FEES 
Cash Included in Software License fee $0.00 
Personal Checks No charge if processed by school’s bank $0.70 
Consumer Checks If processed by e~Funds for Schools $0.70 

Credit Card 
Per Transaction  

 Paid by School 
 Paid by Parent 

3.45% + $0.20 
3.45% + $0.20 

MISCELLANEOUS POS FEES 
Uncollectible Personal Check Paid by School – Can be passed through to parent $2.50 
Insufficient Funds (NSF) Paid by Parent/Payer $15.00 
Returned Credit Card Payment $35.00 
Card Swipes Requested 

  Number of USB Swipes Requested $85.00 ea + shipping 
  Number of iPad Card Swipes Requested $85.00 ea + shipping 

DONATION EXPRESS 
Credit Card Per Transaction – Paid by School 3.45% + $0.20 

I hereby acknowledge and accept all fees as outlined in Exhibit G of this agreement. 

Print Name Title 

Signature Date 
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